
Product Feature Sheet

SentinelOne delivers autonomous endpoint protection through a single agent that prevents, detects 
and responds to attacks across all major vectors.

In addition to the robust endpoint protection Control and Complete provide, SentinelOne Vigilance 
Respond delivers a turnkey solution to augment security and accelerate the detection, prioritization, 
and response to advanced cyber threats. 

In-product threat hunting 

Threat Hunting API

Custom Detection Rules 

Incident Timeline 

Secure Remote Shell for 
windows, macOS and Linux 

Threat Response/Kill for 
Windows, macOS and Linux 

Threat Quarantine for 
Windows, macOS and Linux 

Remediation Response/ 
1-Click, no scripting for 

windows, macOS and Linux

Quarantine device 
from the network 

Security Operations 

Autonomous Agent 

Full behavioral 
attack remediation 

Static AI & Cloud Intelligence 
file-based attack prevention 

Behavioral AI fileless 
attack detection 

Agent Anti-Tampering 

OS Firewall control for 
Windows, macOS, and Linux 

Endpoint Security Capabilities 

24x7x365
Follow-the-Sun

Proactive
Notifications

Incident 
Research

Event 
Prioritization

Fewer Alerts,
More Context

Malware Analysis 
As Needed

Accelerated 
Response Time

Clean 
Dashboards

Executive 
Reporting

Mitigation And 
Containment

False Positive 
Reduction


