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Hi there! I’m Tim Kenyon, an Emergency Number Professional certified by NENA, and Vice President of Product Management at Synergem Technologies.
Along with my good friend and colleague, Alain Cotou, Synergem’s Director of Product Development, we’ve put together this quick overview to show you how the Synergem Emergency Services Routing Proxy, or ESRP, processes a 9-1-1 call event.
We’ll take you step-by-step through the call flow, highlight the key functions of the ESRP within the NENA i3 architecture, and show how Synergem’s implementation ensures secure, reliable, and standards-based routing for every emergency call




Intro to Synergem ESRP Essentials

• This presentation was created to cover the basics of how a standard i3 call 
is processed through Synergem’s ASC/SSC and ESRP/PRF.

• There are multiple ways to implement NGCS based on the NENA standard. 

• The scenarios shown are how Synergem Core Services are currently or 
typically deployed.

• Today, we  will cover a high-level overview of the ESRP and the associated 
functions of policy routing and SIP session management.

• Later, we will go back and break it all down one Functional Element at a 
time as defined by the NENA standard in subsequent presentations.
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We put this presentation together to give you a clear, easy-to-follow look at how a standard NENA i3 9-1-1 call flow moves through the Synergem Session Controller and the Emergency Services Routing Proxy, or ESRP.
In this session, we’ll start with a high-level overview of the ESRP and its key roles —location discovery,  policy routing and SIP session management with the SSC, as typically deployed in our production environments.
Then, in later sessions, we’ll take a deeper dive and break down each functional element one by one, following the definitions outlined in the NENA i3 standard.



Definitions

• ASC – Application Session Controller (MD)

• ECRF – Emergency Call Routing Function

• ESRP – Emergency Services Routing Proxy

• FE – Functional Element

• LDB – Location Database

• LIF – Location Integration Function

• LIS – Location Information Server

• LoST – Location-to-Service Translation

• LVF – Location Validation Function

• MB – Media Bridge

• NENA – National Emergency 
Number Association

• NGCS – Next Generation Core 
Services

• PIDF-LO – Presence Information 
Data Format – Location Object

• PRF – Policy Routing Function

• PRR – Policy Routing Rules

• SIP – Session Initiated Protocol

• SR – Selective Router

• SSC – Synergem Session 
Controller
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Before we dive too deep into the presentation, I thought it’d be helpful to pause for a minute and go over a few key terms and definitions.
As you know, our industry loves acronyms — and it’s easy for us to slip into that alphabet soup and forget that not everyone new to Next Generation 9-1-1 has all those terms memorized just yet.
So, first on the list is ASC, which stands for Application Session Controller. This was the predecessor to our Synergem Session Controller, or SSC, which you’ll see mentioned a lot throughout this session.
Also on our list today are the ESRP, the NGCS — that’s Next Generation Core Services — the PRF, or Policy Routing Function, and of course the ever-important PIDF-LO.
Take a little time to get familiar with these terms — they’ll start to feel second nature as we continue through the material



What is the ESRP??

• ESRP is the heartbeat of NGCS.

• ESRP replaces the legacy Selective Router (SR) utilized in legacy 9-1-1 call routing 
with an IP NG9-1-1

• Policy Based Routing through PRF integration

• Policy Rules Enforcement and failover

• Location Based Routing via ECRF/LVF integration

• SIP Session Management with SSC

• NENA Logging
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So… what is an ESRP?
The Emergency Services Routing Proxy, or ESRP, is the heartbeat of any Next Generation Core Services architecture.
Defined in the NENA i3 Standard, it handles policy-based SIP call routing within the Next Generation 9-1-1 environment.
Working alongside the Synergem Session Controller, or SSC, the ESRP acts as an application-layer SIP proxy. It receives emergency call signaling, applies policy rules from the Policy Routing Function (PRF), and uses location data from the Emergency Call Routing Function (ECRF) and Location Validation Function (LVF) to decide where the call should go next — another ESRP, an ESInet, or the destination PSAP.
By replacing the old circuit-switched selective router, the ESRP enables location- and policy-driven routing across modern IP-based emergency networks.
In Synergem’s implementation, the ESRP and SSC form the intelligent SIP-based routing core of the Synergem NG9-1-1 platform, delivering secure, deterministic, and fully auditable call routing — in complete compliance with NENA standards.




Synergem ESRP Call Flow 
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SSC, WcfServiceEsrp, WcfrServiceLif and 
WcfServiceLoST send log events to the 
Nena loggers and receive a response.

Outgoing 
Invite

NG911: All web services at startup get 
configuration information such as end 
points for LDB, ECRF, Nena loggers, etc.

STIPolicySync may query an optional 
external policy store to get current policies 
and distribute them to the NG911 database. 
This process is always ongoing.
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• This sequence begins upon receipt of a SIP Invite at the ingress SSC from the BCF.

• In this scenario, all calls are anchored at the media bridge (Conference Aware UA). 

• Optional 3rd party Policy Store is shown, but not required.

• ASC/SSC is shown both as Ingress/Egress in single instance.
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Today’s sample ESRP call flow begins when a SIP INVITE is received at the ingress Synergem Session Controller (SSC) from the Border Control Function (BCF).
In this scenario, all calls are anchored at the Media Bridge, which acts as a conference-aware User Agent to manage session media.
An optional third-party Policy Store is also shown in this example. While the Synergem ESRP includes a built-in Policy Routing Function (PRF) and basic Policy Store by default, certain clients prefer to integrate a custom third-party policy engine, and Synergem fully supports that configuration using the Synergem Policy Distributor.
In this diagram, the Application Session Controller (ASC) or Session Controller (SSC) are depicted as a single instance handling both ingress and egress, though in some deployments these roles may be implemented as separate functions for scalability or redundancy.



SIP INVITE & Initial Routing 

Step 0: SIP INVITE arrives at ASC/SSC from SBC, BCF, or LNG
Step 1: ASC/SSC sends request to Media Bridge to open conference and anchor the call. 
Step 2: ASC/SSC sends an http request to ServiceESRP for the next routing destination. 
Step 3: ServiceESRP queries ServiceLIF for location data.
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So, it all begins here at what we are calling Step 0, when the SIP INVITE arrives at the Synergem Session Controller, or SSC, from the Border Control Function.
From there, the SSC sends a request to the Media Bridge to open a new conference — that’s where we anchor the call. 
You can think of it as a multimedia conferencing bridge — a place where we temporarily park the call, then invite all the other parties, like the next PSAP in the routing path, to join that same conference session.
Once the call is anchored, the SSC reaches out to the Emergency Services Routing Proxy, or ESRP, to ask for the next routing destination — essentially saying, “Okay, who’s next? Who should we invite to this conference call?”
But before the ESRP can make that decision, it realizes it still needs location information to determine where the call should go. So, it turns to the Location Information Function, or LIF, with a request that says, “Hey, I need you to find this caller’s location for me.”



Step 4: ServiceLIF sends HELD query to LDB or LIS.
Step 5: LDB/LIS responds with PIDF-LO location (by value or reference). 
(May include Additional Call Data by value or by reference)
Step 6: ServiceLIF returns XML location data to ServiceESRP.

Location Validation via HELD and PIDF-LO
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Next, the LIF service sends what’s called a HELD query to a Location Database or a Location Information Server, often referred to as the LDB or LIS.
That LDB or LIS then responds with location data in what’s known as a PIDF-LO format — short for Presence Information Data Format – Location Object.
Now, that location data can come in one of two ways. It might be Location by Value, which is a detailed civic address — things like street address, city, state, zip code, and even building or floor information.
Or, it can be Location by Reference, which is essentially a secure link that says, “Click here for the most current location of this caller.” That link allows the system to retrieve the latest, most accurate location data in real time.
Sometimes, this query can also return Additional Call Data — for example, if a call has been transferred from another service, or if extra context is being passed along, such as information about the caller or the originating device.
As Next Generation 9-1-1 continues to evolve, we’ll see even more of this enhanced information traveling along with each call.
Once that lookup is complete, the LIS sends the location data back to the ESRP, formatted in standard XML PIDF-LO, ready to be used for routing and policy decisions.




Routing Agency Determination via LoST 

Step 7: ServiceESRP sends agency query to ServiceLoST.
Step 8: ServiceLoST queries ECRF/LVF via LoST protocol.
Step 9: ECRF/LVF returns agency info to ServiceLoST.
Step 10: ServiceLoST responds to ServiceESRP.

8

2

3

4 5

6 7

8 9

10

0
Incoming 
Invite

1

Ingress/Egress

Oracle ASC
Synergem SSC

ServiceESRP

ServiceLIF ServiceLoST

LDB/LIS

Media 
Bridge

ECRF/LVF

Presenter Notes
Presentation Notes
At this point, the ESRP now knows the caller’s location, so the next question becomes — “Which agency should I send this call to next?”
To find that answer, the ESRP sends an agency query to the LoST service — that’s the Location-to-Service Translation function.
The LoST service then reaches out to both the Emergency Call Routing Function (ECRF) and the Location Validation Function (LVF) using the LoST protocol to determine which public safety agency is responsible for handling the call.
Once that lookup is complete, the ECRF/LVF return the appropriate agency information to the LoST service, which then passes that data back to the ESRP.
Now, the ESRP has everything it needs — the caller’s location and the agency destination — so it can move forward with routing the call to the correct next hop in the process




Policy Application via PRF and NG9-1-1 DB 

Step 11: ServiceESRP queries ServicePRF with agency info.
Step 12: PRF queries NG9-1-1 database for policy rules. Use of external Policy Store is optional.
Step 13: NG9-1-1 database returns policy rules list to ServicePRF
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Before the ESRP engages the next agency in the call, it first needs to check the policy rules — just to make sure it knows exactly what to do if that agency isn’t able to take the call.
So, the ESRP sends a query to the Policy Routing Function, or PRF, along with the agency information it just received.
The PRF then looks up the relevant Next Generation 9-1-1 policy data for that agency — checking the rules that define how calls should be handled in different scenarios.
These policies can come from two possible sources:
An external Policy Store, which is optional and often used by clients who manage their own routing logic, or
The internal Policy Store that’s built right into the Synergem ESRP.
Once the lookup is complete, the NextGen 9-1-1 database returns the full list of policy rules for that agency back to the PRF, ready for evaluation and enforcement.




Send Routing Directives to ASC/SSC 
Step 14: ServicePRF sends agency URL to ServiceESRP using first policy rule from list.
Step 15: ServiceESRP sends http response of directives back to ASC/SSC.
Step 16: ASC/SSC updates SIP INVITE using those directives and routes to Media Bridge.
Step 17: Media Bridge sends INVITE to PSAP or next hop to join the conference.

10

Outgoing 
Invite

11
12

13

17

2

3

4 5

6 7

8 9

10

14

15

16
0

Incoming 
Invite

1

Ingress/Egress

Oracle ASC
Synergem SSC

ServiceESRP

ServiceLIF ServiceLoST ServicePRF

NG911 STIPolicySync

Policy 
Store

Media 
Bridge

LDB/LIS ECRF/LVF

Presenter Notes
Presentation Notes
Once the Policy Routing Function, or PRF, has identified the proper agency, it sends that agency URL back to the ESRP, along with the first applicable policy rule from the list.�We’ll talk more about policy routing rules and how they’re applied in detail during a later session.
Now, the ESRP sends a set of routing directives back to SSC.�It’s important to remember — the ESRP itself doesn’t actually manipulate SIP INVITEs. That’s the SSC’s job.
What the ESRP does do is gather all the key information — the caller’s location, the agency details, and the applicable policy rules — and then it tells the SSC exactly what needs to be modified before the SIP INVITE is forwarded.
Essentially, the ESRP says, “Here are the SIP headers and fields that need updating before you send this on to the next destination.”
The SSC then updates the SIP INVITE with those changes and routes it to the Media Bridge, which in turn sends the INVITE to the next hop — typically the PSAP, or in some cases, another ESInet if it’s an inter-network transfer.
At that point, the Media Bridge has invited the new participant to join the conference, and just like that, you now have a three-party conference established — the caller, the core services, and the receiving agency — all connected to handle the emergency call seamlessly.




Thanks and follow up quiz
• What is the primary purpose of the Emergency Services Routing Proxy (ESRP)?

• A. To provide location validation and address standardization for incoming emergency calls.
• B. To act as a policy-driven SIP proxy that routes emergency calls to the appropriate next destination 

within the NG9-1-1 network.
• C. To record, mix, and manage audio and video streams during emergency call sessions.
• D. To translate legacy analog 9-1-1 circuits into IP-based signaling messages for NG9-1-1.

• What Functional Element replaces the legacy Selective Router?
• A. ECRF
• B. ESRP
• C. LDB
• D. PRR

• What is the required format for location information to be shared within the NG9-1-1 
architecture?

• A. Comma-separated value (CSV) file containing civic address fields and GPS coordinates
• B. Proprietary XML schema defined by each ESInet service provider
• C. Presence Information Data Format – Location Object (PIDF-LO) standardized by the IETF and 

adopted in the NENA i3 architecture
• D. Simple text string passed in the SIP “From” header
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And that wraps up our Synergem ESRP Essentials Overview.
Thank you so much for spending a little time with us today — we hope this session helped you better understand how the ESRP fits into the Next Generation 9-1-1 Core Services architecture.
Before you go, there’s a short knowledge check at the end — just a few quick questions to help reinforce what we’ve covered.�And who knows — you might even see some of these pop up again on a future Emergency Number Professional (ENP) exam if you’re working toward that certification.
Again, thank you for your time and attention.�I’m Tim Kenyon, Vice President of Product Management at Synergem Technologies.�Have a great day — and we’ll see you in the next session!




What is the primary purpose of the Emergency 
Services Routing Proxy (ESRP)?

A. To provide location validation and address standardization for incoming emergency calls.

B. To act as a policy-driven SIP proxy that routes emergency calls to the appropriate next 
destination within the NG9-1-1 network.

C. To record, mix, and manage audio and video streams during emergency call sessions.

D. To translate legacy analog 9-1-1 circuits into IP-based signaling messages for NG9-1-1.

Correct! ESRP is a policy-driven SIP 
proxy for routing calls.

Incorrect. Try again.

Incorrect. Try again.

Incorrect. Try again.

You can click the arrows 
below to advance or go back.
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Presenter Setup Notes:
- Correct answer: B (ESRP acts as a policy-driven SIP proxy).
- Add 'Appear' animation for each modal box (Animations > Add Animation > Appear).
- Set 'Correct' modal to trigger on click of B answer box.
- Set 'Incorrect' modal to trigger on click of A, C, and D answer boxes.
- Add 'Disappear' animation after each, starting 'After Previous' with ~2-second delay.
- This creates automatic fade-out behavior.
- Optionally add a semi-transparent overlay behind the modals for emphasis.



What Functional Element replaces the legacy 
Selective Router?

A. ECRF

B. ESRP

C. LDB

D. PRR

Correct! ESRP is a policy-driven SIP 
proxy for routing calls.

Incorrect. Try again.

Incorrect. Try again.

Incorrect. Try again.

You can click the arrows 
below to advance or go back.
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Presenter Setup Notes:
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- Optionally add a semi-transparent overlay behind the modals for emphasis.



What is the required format for location information to be 
shared within the NG9-1-1 architecture?

A. Comma-separated value (CSV) file containing civic address fields and GPS coordinates

B. Proprietary XML schema defined by each ESInet service provider

C. Presence Information Data Format – Location Object (PIDF-LO) standardized by the IETF 
and adopted in the NENA i3 architecture

D. Simple text string passed in the SIP “From” header

Correct! ESRP is a policy-driven SIP 
proxy for routing calls.

Incorrect. Try again.

Incorrect. Try again.

Incorrect. Try again.

You can click the arrows 
below to advance or go back.
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- Add 'Appear' animation for each modal box (Animations > Add Animation > Appear).
- Set 'Correct' modal to trigger on click of B answer box.
- Set 'Incorrect' modal to trigger on click of A, C, and D answer boxes.
- Add 'Disappear' animation after each, starting 'After Previous' with ~2-second delay.
- This creates automatic fade-out behavior.
- Optionally add a semi-transparent overlay behind the modals for emphasis.



What is a Location Information Function (LIF)?

A. A functional element that validates civic and geodetic location data for accuracy before 
being used in call routing

B. A process that converts a received location reference or URI into a fully qualified location 
object (PIDF-LO) usable by the NG9-1-1 system

C. A database that stores subscriber and service provider information for use during 
emergency call setup

D. A media component responsible for anchoring and bridging voice or video sessions 
between ESInets

Correct! ESRP is a policy-driven SIP 
proxy for routing calls.

Incorrect. Try again.

Incorrect. Try again.

Incorrect. Try again.

You can click the arrows 
below to advance or go back.
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- Correct answer: B (ESRP acts as a policy-driven SIP proxy).
- Add 'Appear' animation for each modal box (Animations > Add Animation > Appear).
- Set 'Correct' modal to trigger on click of B answer box.
- Set 'Incorrect' modal to trigger on click of A, C, and D answer boxes.
- Add 'Disappear' animation after each, starting 'After Previous' with ~2-second delay.
- This creates automatic fade-out behavior.
- Optionally add a semi-transparent overlay behind the modals for emphasis.
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