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Note 1 0f 3 - Fatal Printer Hack – printer was completely reset, including new set of drivers 
downloaded, followed by cold boot of modem, PC, and printer (full system) after this print 
attempt was hacked multiple times on 240307. This is the same result when next attempted on 
240308 630AM multiple times. This fatal printer hack followed the addition of the kidnapping 
violation at paragraph 643 RICO-5 and at paragraph 808 Kidnapping on 240307 after review of 
NJ statute and case law as related therein regarding involuntary commitment legal process which 
not complied with during the Bergen Regional Medical Center behavioral health unit involuntary 
commitment on October 2, 2010 (denoted as 101002) which was perpetuated as the federal court 
to act unless duress dismissal in Jan 2011 whereupon previously available hosing was made 
available to Lead Plaintiff. 
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Note 2 of 3 This is the third printer which defendant UNITED STATES has rendered completely 
disabled since the printer hack on 230206 during the filing of 23-cv-415 when that complaint 
was allowed to be printed, defendant UNITED STATES hacked the inkjet printer (black first as 
required by court rules, then all print colors some days later after printing a letter in blue ink to 
inform US Attorney SDNY) and the court suppressed the electronic entry of the predicate act 
evidence in its order 23-mc-014, HP (top of photo) hacked first on 230206, then EPSON, middle, 
and currently CANON PIXMA 7020 which was hacked on 240307, as described above and is 
inoperable. The picture below was taken with the PC webcam after three attempts to capture this 
image on Samsung Android cell phone were hacked and suppressed, even though a picture of the 
outdoor view (below) was permitted to be moved to the photo gallery on the phone during that 
printer photo hacking process.   

Note 3 of 3 Outdoor photo taken and stored in photo gallery during the suppression hacking 
sequence of printer photos taken using cell phone during the same time the printer photo 
attempts were suppressed from being stored in phone photo gallery on 240308 around 645-
700am: 

Workaround located:  Canon printer functions using a corded connection only, wireless connection
hacked and disabled. All other wireless modem functions are fully usable.
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