
Privacy Policy 

Introduction 

GargiAI GPT securely integrates with your ClickUp account via OAuth, enabling seamless access to 

your tasks, spaces, lists, and comments directly within ChatGPT. 

Data Collection and Storage 

GargiAI GPT does not collect, store, or persist any personal data, OAuth tokens, or user information. 

All interactions are performed in real-time and are ephemeral—no data is saved on our servers. 

How Data is Handled 

OAuth tokens provided by ClickUp are used temporarily during your active session to retrieve 

information based on your specific requests (e.g., tasks, comments, spaces). These tokens are 

encrypted, stored in temp-memory, and automatically expire within 24 hours. No data is retained 

beyond this period. 

Third-Party Integration 

We integrate with ClickUp solely through their official OAuth framework for authentication and data 

access. For details on how ClickUp manages and protects your information, please refer to the 

ClickUp Privacy Policy. 

Data Sharing 

GargiAI GPT does not collect, store, or persist any data. So, your data is never sold, shared, or 

disclosed to any third party under any circumstances. 

Security Measures 

We implement strong encryption for all token handling and enforce secure communication protocols. 

OAuth tokens are not persisted in any file, database, or long-term storage. 

User Control and Revocation 

You remain in complete control of your permissions. You close the session and GargiAI will not have 

any information on You. Session tokens are temporary If you don’t close the session then it expires 

automatically after 24 hours. You have to login again after 24 hours via ClickUP secure Aouth. 

Contact 

For questions, concerns, or requests regarding your privacy, please reach out to us at: 

        ravidayma111@gmail.com 

 


