- Cyber

/< Shoulder

ag Account & Device

Protecting the accounts and devices you rely on every day.

@ Why It Matters

Your accounts and devices hold more than data — they hold your identity, your money,
and your memories.

Losing access or control can mean financial loss, stress, or even identity theft.

A few steady habits make your digital life much harder to break into.

& Everyday Risks

(% Weak passwords | Easy to guess or reused across sites.

. Unprotected devices | Lost phones or laptops without screen locks.
B Phishing and malware | Steal logins or install spying software.
Missed updates | Leave security holes open for attackers.

& No backups | One crash or ransomware hit could wipe everything.

O Smart Protection Habits

Use strong, unique passwords. Make each one different — longer beats trickier.
Turn on MFA. A second layer keeps intruders out even if they know your password.
Lock every device. PIN, fingerprint, or face ID — anything is better than nothing.
Keep software updated. Updates fix security flaws before criminals exploit them.
Back up important files. Cloud or external drive — both are better than none.

A If Something Feels Off

Bl Change your passwords on affected accounts.

Enable MFA if you haven’t already.

Run a full antivirus scan on the device.

n Contact support for any accounts you can’t access.

H Review connected apps — revoke access for anything unfamiliar.
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